Somerset Middle School

Computer Care, Maintenance and Support Agreement

The Somerset School District has initiated a program to provide each grade 8 student with a Chromebook while
the student is actively enrolled in Somerset Middle School (SMS).

This agreement relates to the computer issued to the student while enrolled at SMS. By accepting possession of the
computer, software, and related peripherals such as cables, chargers, and cases we hereby agree to the following
terms and conditions. We understand that by signing this agreement, we agree to participate in the SMS
Chromebook Loaner Program.

As a student, I agree to:
1. Use the Chromebook as a tool for learning.

Bring a fully-charged Chromebook to school each day.

Follow the direction of teachers for when and if Chromebooks should be open and used in class.

Utilize device for academic work only.

Abide by all provisions of the Somerset School District Acceptable Use Policy/Internet Safety Policy

(AUP/ISP).

6. We DO NOT allow, with or without permission, the streaming of Netflix, Hulu, Vimeo, Pandora or
Spotify.

7. Get permission from all people involved before making audio or video recordings.

8. Make my own backups of the data on the Chromebook on external storage devices or network-based
backup services,

9. Only download large files and software updates while at home.

10. Keep my Chromebook with me or in a secure location at all times.

11. Keep the Chromebook in the school issued protective case at all times.

12. Close my Chromebook and carry it in a protective sleeve or backpack when moving. I understand that
walking with an open Chromebook is more likely to cause damage and loss of data.

13, Not mark the Chromebook in any way with markers, stickers, etc.

14. Not insert foreign objects (paperclips, pens, etc.) into the ports (openings) of the Chromebook.

15. Not eat or drink near the Chromebook, or use it with food or drink nearby as it may cause damages.

16. Not leave the Chromebook in a car or any other location in conditions of extreme heat or cold, which can
damage the Chromebook.

17. Not use water or other cleaning solutions on the Chromebook. I will wipe the surfaces lightly with a clean
soft cloth. I will avoid touching the screen.

18. Not loan my Chromebook to someone else.

19. Not damage, degrade the performance, or abuse my Chromebook or anyone else's Chromebook in any way.

20. Not try to repair it myself. I will bring Chromebook problems to the SMS IT Department.
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As a parent or guardian, I agree that:
1. Tamresponsible for supervising my student's Internet and computer use at home.
2. Tunderstand that school filtering services is active 24 hours per day, 7 days per week for the entire calendar

year inside and outside of the school building and that monitoring software on the Chromebook will
continue to monitor and record Internet history.

I am responsible for allowing my student to locate access to Internet service.

4, I will ensure my student will abide by the terms of this agreement and the Somerset School District
Acceptable Use Policy/Internet Safety Policy.
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Together, as student and parent/guardian, we agree that we:

1.

2.
3.

tn

Have read, understand and agreed to adhere to the Somerset School District Acceptable Use Policy/Internet
Safety Policy and the above SMS Chromebook Care, Maintenance and Support Agreement.

Understand that only the student has the right to use the Computer System while enrolled at SMS.
Understand that the student must comply with the software license agreements for the software installed on
the computer.

Agree to return the Computer System, including all peripherals, to SMS in the same condition as when we
took possession, excepting reasonable wear and teat, by the deadline established by the school. This means
that the Chromebook and charger must be fully operational with no cracks, dents or breakage of the case.
They must be free of markings other than those made by Somerset School District. We understand that
Somerset School District may charge a late fee equivalent to the cost of the remaining lease value of the
Computer System and/or seek any other appropriate remedy.

Will not sublease, sell, or otherwise grant any individual or business any right or secnrity interest to the
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Computer System, or otherwise encumber Somerset School District’s lease or ownership of the equipment.

Extended Maintenance Fee (EMF)

Somerset Middle School will protect the device against accidental damage, theft, fire, flood, natural disasters,
power surge and vandalism. Police reports will need to be filed through law enforcement for theft, fire, flood, and
vandalism. This EMF will cover full replacement cost coverage and will protect the item worldwide (on and off
school grounds). If the damage is deemed intentional, you will be responsible for the replacement/repair costs.
The coverage is also transferable to the replacement unit. Lost items are not covered by the EMF. If a
Chromebook is lost, the replacement cost is approximately $250. Students are responsible for replacing lost power
cords. The EMF offers our families full coverage on Chromebook repairs, theft, and accidental damage.

The Extended Maintenance Fee is $25.00

Chromebook Repair Pricing

Hinge Set $20.00
WiFi Card $20.00
Top/Bottom Cover $25.00
Protective Case $25.00
LCD Bezel $30.00
Touchpad $35.00
LCD Back Cover $45.00
LCD Panel $45.00
Battery $55.00
Keyboard $75.00
Steps for Repairs

Extended maintenance plan DOES NOT cover power charges, vandalism or lost equipment.
When a Chromebook needs to be repaired, the student should take the following steps:

All claims should be reported to the SMS IT Department immediately. DO NOT TRY TO FIX THE
DEVICE YOURSELF.

Damaged Chromebooks will be repaired in-house.

In the case of damage or theft, SMS will make a loaner Chromebook available for student use. There are a
limited number of loaner Chromebooks.

In the event of a theft, fire, flood and vandalism you must report the incident to a law

enforcement agency immediately and no later than 3 days after the theft. A Police

Report must be submitted with your claim, Filing a false Police Report is a felony

under the law.



File: IINDB

ACCEPTABLE USE POLICY - TECHNOLOGY

The Committee recognizes that because of the district's unique position of influence and
educational responsibility, the district must remain committed to uphold copyright laws with
respect to technological advancement and computer software. The district purchases or licenses
the use of copies of computer software from a variety of software companies. The school
department does not own the copyright to this software or related documentation and, unless
authorized by the software-developer, does not have the right to reproduce it on more than one
computer.

The Committee will not tolerate any employee making authorized copies of software. Any
employee found copying software for other than backup purposes is subject to appropriate
discipline. According to U.S. Copyright Law, illegal reproduction of software can by subject to
civil damages and criminal penalties. The Committee recognizes the importance of complying
with said copyright laws.

The Committee realizes that schools should make every effort to uphold the law because it is by
their example that students will learn to have respect for intellectual property.
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USER AGREEMENT FOR PARTICIPATION IN AN
ELECTRONIC COMMUNICATIONS SYSTEM

This user agreement must be renewed each academic year.

Users Name:

Grade level:

School:

I have read the district’s Acceptable Use Policy and Administrative Procedures and agree to
abide by their provisions. I understand that violation of these provisions may result in
disciplinary action including but not limited to suspension or revocation of privileges,
suspension or expulsion from school, termination of employment, and criminal prosecution.

Signature:

Parent/Guardian Sponsor

I have read the district’s Acceptable Use Policy and Administrative Procedures. In
consideration for the privilege of using the district’s system/network, and in consideration for
having access to the public networks, I hereby release the district, its operators, and institutions
with which they are affiliated from any and all claims and damages of any nature arising from
my child’s use of, or inability to use, the system/network, including, without limitation, the
type of damage identified in the district’s policy and administrative procedures.

I give permission for my child to participate in the district’s system/network.
I do not give permission for my child to participate in the district’s system/network.

I give permission for my child’s name to appear on their student web page should one be
developed.

I give permission for my child’s photo to appear on their student web page should one be
developed.

Signature of parent/guardian:
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This spaced reserved for system administrator.
Assigned Username:

Assigned password:

Somerset Public Schools



File: IINDB-R-1

ACCEPTABLE USE POLICY FOR THE INTERNET

The Somerset Public School Committee recognizes the need to effectively use computer
technology to further enhance the educational goals of the School District. However, protection
and security of the various information networks and computer systems is necessary. The
Somerset Public Schools further expect all faculty, students, staff, and associates to use the
district's computers and networks, including the Internet responsibly. All computing resources
should be used in an effective, ethical, and lawful manner. Users are also expected to learn and
follow normal standards of polite conduct and responsible behavior in their use of computer
resources.

Rules and Procedures for Use of Computer Resources

1. Use of Computer Hardware

a. Computer hardware is like any other school property and shall be treated

accordingly.
b. Only authorized individuals will install, service, and/or maintain district-owned
computer hardware.
c. No hardware, including cables or peripherals, may be moved without

authorization from Technology Coordinator.
II. Use of Computer Software
a. Only software which is legally owned and/or authorized by the district may be

installed on district computer hardware and only by individuals authorized by the
Coordinator of Technology.

b. The unlawful copying of any copyrighted software and/or its use on district
hardware is prohibited.

c. Modification or erasure of software without authorization is prohibited.

d. The introduction of any viral agent is prohibited. Every diskette should be check
for a virus each time it is put into the computer system.

e. Any individual who introduces a virus into the district system or violates the

copyright laws shall be subject to appropriate district discipline policies and to the
penalty provisions of the computer/network use policy.

f. The Technology Coordinator and technicians have the right to remove any
software from district owned equipment where the user cannot provide original
copies of the software and/or appropriate license for the software.

II.  Use of Remote Communications and the Computer Network

The District network and any access to the larger information networks exists for the
primary purpose of transmitting and sharing information between academic and research
organizations. It is the responsibility of each user on the network to recognize his/her
accountability in having access to vast services, sites, systems and people, and to act
according to acceptable behavior standards when using the network. What is acceptable
use on our network may not be so on an outside network. Hence, it is necessary
that users observe the Acceptable Use Policy of other networks.
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a. Network use must be consistent with the goals and standards of the district,
school, and specific curriculum

b. An account assigned to an individual, including student use accounts, must not be
used by others. Faculty, students, staff and associates are individually responsible
for the proper use of their accounts, including proper password protection and
appropriate use of network resources.

C. Use of a personal login and password by student users through telnet, FTP, or

other resources from district computers is prohibited without authorization from
Technology Staff.

V. Behavior Standards

a. The user is expected to behave in a legal, moral and ethical fashion that supports
district education goals.
b. Abusive conduct when using the computer or network is prohibited. Abusive

conduct can be, but is not limited to:

1  Placing of unlawful information on the system
2 Using abusive, obscene, threatening or objectionable language
3 Sending messages that are likely to result in the loss of recipient’s work or
systems
4 Sending of "chain letters" or "broadcast" messages to lists or individuals
5 Use of the system to intimidate or create an atmosphere of harassment
c. Interference with or disruption of the network users, services, or equipment is

prohibited. Disruptions could include, but are not limited to:

1 Distribution of unsolicited advertising
2 Propagation of computer worms or viruses
3 Unauthorized entry to any other machine/resource accessible via the
network
4 Attempting to degrade or degrading system performance.
d. Transmission of any material in violation of any US or state law or regulation is

prohibited and may constitute a criminal offense.

Somerset Public Schools
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e. Accessing another individual's electronic mail is prohibited except when an
investigation requires the monitoring of systems by authorized technology staff.

f. Attempts to gain unauthorized access to remote systems are prohibited.

g. The use of another individual's access codes/passwords is prohibited.

h. Copying of another individual's work or copyrighted material is prohibited.

In an effort to encourage the proper respect for copyright on the Internet, the following guide for
staff and student users is provided:

e If the user did not create a non-public domain written work, piece of art, photograph or
music, or obtain the rights to it. The User Does Not Own It.

e If the user does not own the non-public domain material, the user may not copy it or
distribute it to others.

e The author or owner of a document or other type of information must explicitly
relinquish rights in order to place a work in the "Public Domain" and thereby make
copying/distribution with specific authorization possible.

o Fair use allows the user to copy small portions of a work the user does not own without
permission, but only for criticism, education, news reporting and the like.

e When in doubt, the user should ask the creator or owner of material for permission to use
the work.

Revocation of Privileges

Use of the district's computers and access to the network is a privilege that will be revoked for
violation of any of the above provisions. Users are subject to all appropriate disciplinary
measures found in the district policies should these guidelines be violated.

Somerset Public Schools
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ACCEPTABLE USE POLICY - TECHNOLOGY
Administrative Procedures for Implementation

Commercial use of the system/network is prohibited.

The district will provide training to users in the proper use of the system/network.

The district will provide each user with copies of the Acceptable Use Policy and
Procedures.

Copyrighted software or data shall not be placed on the district system/network without
permission from the holder of the copyright and the system administrator.

Access will be granted to employees with a signed access agreement and permission of
their supervisor.

Access will be granted to students with a signed access agreement and permission of the
building administrator or designee(s).

Account names will be recorded on access agreements and kept on file at the building
level.

Initial passwords provided by the network administrator should be set to expire on login.
Passwords shall be changed every 15 days and all passwords shall be expired at the end
of each school year.

Passwords are confidential. All passwords shall be protected by the user and not shared
or displayed.

Students completing required course work will have first priority for after hours use of
equipment.

Principals or their designee will be responsible for disseminating and enforcing policies
and procedures in the building(s) under their control.

Principals or their designee will ensure that all users complete and sign an agreement to
abide by policies and procedures regarding use of the system/network. All such
agreements are to maintained at the building level.

Principals or their designee will ensure that training is provided to users on appropriate
use of electronic resources.

Principals or their designee shall be authorized to monitor or examine all system
activities, including electronic mail transmissions, as deemed appropriate to ensure
proper use of electronic resources.

Principals or their designee shall be responsible for establishing appropriate retention and
backup schedules.

Principals or their designee shall be responsible for establishing disk usage limitations, if
needed.

Individual users shall, at all times, be responsible for the proper use of accounts issued in
their name.

The system/network may not be used for illegal purposes, in support of illegal activities,
or for any activity prohibited by district policy.

System users shall not use another user’s account.

System users should purge electronic information according to district retention
guidelines.

System users may redistribute copyrighted material only with the written permission of
the copyright holder or designee. Such permission must be specified in the document or
in accordance with applicable copyright laws, district policy, and administrative
procedures.

System administrators may upload/download public domain programs to the
system/network. System administrators are responsible for determining if a program is in
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the public domain.

Any malicious attempt to harm or destroy equipment, materials, data, or programs is

prohibited.

Deliberate attempts to degrade or disrupt system performance may be viewed as

violations of district policy and/or as criminal activity under applicable state and federal

laws. This includes, but is not limited to, the uploading or creation of computer viruses.

Vandalism will result in the cancellation of system privileges and will require restitution

for costs associated with hardware, software, and system restoration.

Forgery or attempted forgery is prohibited.

Attempts to read, delete, copy, or modify the electronic mail of other users or to interfere
with the ability of other users to send/receive electronic mail is prohibited.

Use appropriate language; swearing, vulgarity, ethnic or racial slurs, and other

inflammatory language is prohibited.

Pretending to be someone else when sending/receiving message is prohibited.

Transmitting or viewing obscene material is prohibited.

Revealing personal information (addresses, phone numbers, etc.) is prohibited.

The district will cooperate fully with local, state, or federal officials in any investigation

concerning or relating to misuse of the district’s system/network.

A user who violates district policy or administrative procedures will be subject to suspension or
termination of system/network privileges and will be subject to appropriate disciplinary action
and/or prosecution.
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